Access Intelligence Data Protection Policy

1.0 Policy Objectives

- To ensure that Access Intelligence shall at all times remain legally compliant with the requirements of the UK and EU General Data Protection Regulations ("GDPR"), United Kingdom Data Protection Act 2018 (the “Act”), any other applicable laws, rules or regulations concerning data privacy which may be amended or introduced from time to time, any associated guidance by supervisory authorities including the Information Commissioner and all contractual obligations with its customers in connection with the collection, processing, storing and removal of all personal data.

- To ensure that Access Intelligence is properly undertaking the activities and implementing the controls required by GDPR, and that full and accurate data protection records are created and maintained to demonstrate compliance.

2.0 Data Protection Definitions

- Personal Data means any information relating to an identified or identifiable natural person ("data subject"); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person.

- Special Categories of Personal Data refers to five sub-sets of personal data, being
  - Information on an individual’s racial or ethnic origins
  - Information on an individual’s health
  - Information on an individual’s sex life or sexual orientation
  - Information on an individual’s political, religious or philosophical opinions or beliefs
  - Information on any trade union membership held by the individual

- Data Controller means the natural or legal person, public authority, agency or other body which, alone or jointly with others, determines the purposes and means of the processing of personal data; where the purposes and means of such processing are determined by Union or Member State law, the controller or the specific criteria for its nomination may be provided for by Union or Member State law.
• **Data Processor** means a natural or legal person, public authority, agency or other body which processes Personal Data on behalf of the Controller.

• **Processing** means any operation or set of operations which is performed on Personal Data or on sets of Personal Data, whether or not by automated means, such as collection, recording, organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, alignment or combination, restriction, erasure or destruction.

### 3.0 Policy Scope

Access Intelligence Data Protection Policy shall include the following:

- All Personal Data acquired, received, processed, stored, amended, disclosed and erased by Access Intelligence. This shall include Access Intelligence data, as well as Personal Data owned by an external organisation, and entrusted to Access Intelligence under a contract which specifically communicates data protection requirements.

- All Access Intelligence activities related to the Processing of Personal Data, either as Data Controller, or as Data Processor acting under the lawful instructions of a third party.

- All employees, contractors, external Data Processors, and any other organisation or individual associated with the processing of personal data.

### 4.0 Policy Statements

Access Intelligence shall:

- Ensure that personal data is processed with due attention to the 7 key principles as detailed within Art 5 of the GDPR:
  - lawfulness, fairness and transparency
  - purpose limitation
  - data minimisation
  - accuracy
  - storage limitation
  - integrity and confidentiality
  - accountability

- Keep all personal information (including employee information) secure, regardless of its format or category, or the process or activities which use it, so as to prevent accidental or unauthorised loss, theft or breach.
- Maintain a full and accurate inventory of all personal data which is under its control.

- Provide regular data protection training to all personnel and third parties who are engaged in delivering any activity which involves the processing of personal data.

- Provide specific data protection training for those employees with specific GDPR responsibilities, including Senior Management and the organisation’s Data Protection Officer.

- Ensure that all data processing activities are subject to full and accurate Privacy Impact Assessments, and promptly acting to remediate the findings of such assessments.

- Ensure that personal data processing activities are afforded suitable protection by conducting risk assessments of the physical, technical and personnel elements of the activity (for example as part of the organisation’s Information Security Management System).

- Validate that personal data is afforded the protection which is documented with the Company’s Acceptable Use Policy and Access Control Policy.

- Only process personal data for legitimate business purposes, and in accordance with the Privacy Impact Assessment which has been prepared to cover that purpose.

- Ensure that all personal information is properly returned or effectively deleted or destroyed when it is no longer required, in accordance with supporting Privacy Impact Assessments.

- Implement a suitable mechanism and supporting records for recording data subject consent for the processing of their personal data, and using these records as a reference point when deciding how personal data is to be processed.

- Clearly communicate, when appropriate, to data subjects how their personal data is to be processed, where it is to be transferred to (if applicable), and their rights as data subjects.

- Maintain clear and concise Privacy Notices, and related information for data subjects.
• Ensure that third parties involved in personal data processing activities understand this Policy and related GDPR documentation, and can evidence their own levels of GDPR compliance.

• Ensure that effective processes, technical controls and competent resources are in place to undertake tasks promptly and diligently related to delivering the rights of data subjects.

• Implement effective processes and monitoring controls to provide protection for personal data, and to detect any loss, theft or data breaches.

• Authorise any off-site or off-shore processing of personal data before being approved, and updating and reissuing the corresponding Privacy Impact Assessment.

• Undertake to promptly report any actual or suspected data breaches internally (see ISDL04), and to the Supervisory Authority within the required timeframes, and to communicate the breach to affected data subjects.

• Willingly and fully co-operate with any investigations into data breaches as may be required by the Supervisory Authority or similar legislative function.

### 5.0 Subject Access Requests (SARs)

The GDPR builds upon existing rights and freedoms of the individual already existing in the Data Protection Act (DPA). These changes give individual data subjects more access and control of their data, how it is used and how it is shared. It makes it easy to withdraw, request erasure, ask for rectification or raise objection, without delay, penalty, or financial outlay to the individual.

The GDPR provides the following rights for individuals:

1. The right to be informed
2. The right of access
3. The right to rectification
4. The right to erasure
5. The right to restrict processing
6. The right to data portability
7. The right to object
8. Rights in relation to automated decision making and profiling
5.1 Individual Rights

5.1.1 The Right to be Informed

When Access Intelligence is acting as a Data Controller (see Section 2.0) or Joint Controller, we must build our systems with Privacy By Design. Data protection and privacy issues must be considered upfront in everything we do. Therefore, any system that is processing personal data must send out a Privacy Notice to individuals within 30 days. Information within the Privacy Notice should contain:

- An introduction to the business and how to get in touch
- The name and contact details of the Access Intelligence Data Protection Officer
- An explanation of why Access Intelligence are processing their personal details
- The source of their personal data
- The lawful basis of this processing
- The categories of personal details obtained
- The categories of recipients of their personal data
- Details of any data transfers to any third countries or organisations
- The retention periods of their personal data
- An explanation of their individual rights in respect of the processing

5.1.2 The Right of Access

Individuals have the right to access and receive a copy of their personal data that we are processing. This is commonly referred to as a subject access request (SAR) or Digital SAR (DSAR). Individuals can make SARs verbally or in writing, including via social media.

Where a data subject seeks to access their data held by Access Intelligence, their identity will be verified. Once the individual’s identity has been verified, Access Intelligence will share all personal data held with the individual.

5.1.3 The Right to Rectification

Article 5 of GDPR states that Data Controllers must take steps to ensure that the personal data they are processing is accurate. Where we are controlling the processing of personal data, Access Intelligence regularly make contact with the individuals to check for data accuracy. However, individuals can also make a request to have inaccurate personal data rectified or completed if it is inaccurate.

Access Intelligence will take steps to complete the data and adjust all records associated with the individual.
5.1.4 The Right to Erasure

Also known as “The Right to be Forgotten”, an individual can withdraw request from processing. Withdrawal of consent means an unambiguous indication of the data subject’s wishes requesting withdrawal of consent to processing any personal data relating to themselves. This should be demonstrated by clear and affirmative action.

Where a data subject wishes to exercise this right, Access Intelligence will take steps to halt processing by removing the individuals details from all processing and unnecessary systems.

Access Intelligence may store a record of the “opt-out” but not use the record i.e. to avoid re-adding the individual at a later date.

5.1.5 The Right to Restrict Processing

Individuals have the right to request the restriction or suppression of their personal data. Where a data subject wishes to exercise this right, Access Intelligence will take steps to restrict processing by removing the individuals details from unnecessary processing and unnecessary systems.

Access Intelligence may store a record of the “opt-out” but not use the record i.e. to avoid re-adding the individual at a later date.

5.1.6 The Right to Data Portability

Individuals have the right to obtain their personal data and reuse it for their own purposes across different services. This allows individuals to move, copy or transfer their personal data easily from Access Intelligence systems in a safe and secure way, without affecting its usability.

5.1.7 The Right to Object

Individuals have the right to object to:
- Processing based on Legitimate Interests, or the performance of a task in the public duty
- Direct Marketing (including profiling)
- Processing for the purposes of scientific/historical research and statistics

5.1.8 Rights in relation to automated decision making and profiling

Article 22 of GDPR contains rules to protect individuals from automated decision making and profiling. This includes:
• Making a decision solely by automated means without any human involvement
• Automated processing of personal data to evaluate certain things about an individual

Although Access Intelligence uses Artificial Intelligence in its processing, it does not offer a fully automated decision-making solution. The products and services offered by Access Intelligence give clients deep insights into their chosen topic, however, a human is required to take these insights into consideration before making a decision.

**5.2 SAR Processing**

Access Intelligence informs data subjects of their individual rights in the Privacy Policy.

For data subjects added to the Contacts Database, this privacy information is emailed to them within 30 days. When a direct email address cannot be obtained, Access Intelligence will send the privacy information via alternative available channels.

All Subject Access Requests should be sent to GDPR@accessintelligence.com

Access Intelligence staff receive annual Data Protection Training (see ISDL02) in order to identify SARs in other channels. If a SAR is identified via another channel e.g., alternative email addresses, social media, phone, this must be recorded and emailed GDPR@accessintelligence.com

When an individual exercises their rights, or a SAR is sent from someone else, Access Intelligence will first verify the data subject’s identity, before proceeding with the request.

Identity maybe verified by Internet research, or, from contacting the data subject via a separate communication channel.

Individuals will be responded to via the same communication channel that they contacted Access Intelligence. All Subject Access Requests (SARs) must be processed within 30 days.

All compliance activity will be recorded all activity in a way that the DPO can audit compliance without disrupting business-as-usual.

Depending on the processing, Access Intelligence may act as a Data Controller, Joint Controller or Data Processor. Access Intelligence is committed to supporting individuals’ rights and will assist clients with their GDPR obligations.

**6.0 Responsibilities**

• Senior Management shall be responsible for:
  o ensuring that Access Intelligence remains fully compliant with GDPR
  o providing the personnel, resources, infrastructure and training required
  o ensuring that mandatory data protection training is delivered on a regular basis
  o nominating a suitably qualified and experienced Data Protection Officer
  o maintaining visibility of issues identified within Privacy Impact Assessments
• Access Intelligence Data Protection Officer shall:
  o maintain professional awareness of GDPR and its requirements
  o have visibility of and sign-off to the organisation’s Privacy Impact Assessments
  o have the seniority to escalate and report GDPR compliance issues to the Board
  o advise Senior Management of any changes to data protection legislation
  o act as a reference point to the organisation’s management and staff
  o maintain communications with the Supervisory Authority
  o co-ordinate breach reporting activities, and any follow-up investigative actions

• All employees, contractors, and third parties, as defined within the Scope of this Policy, shall:
  o understand and fully comply with this Data Protection Policy
  o assist the DPO in actioning specific Subject Access Requests
  o maintain an understanding of GDPR, and their role in ensuring full compliance
  o only undertake activities in accordance with published Privacy Impact Assessments
  o promptly identify and report any data losses or breaches of which they become aware
  o undertake Privacy Impact Assessments, if identified as an activity owner
  o assist in understanding and resolving issues arising from Privacy Impact Assessments
  o attend data protection training which has been provided by Access Intelligence

All individuals specified within the Policy Scope of this Data Protection Policy (see section 3.0) shall have individual responsibility for complying with every aspect of this policy. The requirement to comply with Access Intelligence policies is included within the Terms and Conditions of Employment and is noted within each individual user’s job description. Any failure to adhere to the requirements of this policy shall result in disciplinary action being taken.

7.0 Document Version Control

This policy needs to be reviewed annually as an absolute minimum, or if required changes are identified to address one or more of the following:

- An identified shortcoming in the effectiveness of this policy, for example because of a reported information security incident, formal review or audit finding.
- A change in business activities (e.g. mergers and acquisitions) which will or could possibly affect the current operation of the Access Intelligence Information Security Management System, and the relevance of this document.
- A change in the way in which Access Intelligence manages or operates its information assets and/or their supporting assets, which may affect the validity of this document.
The current version of this policy, together with its previous versions, shall be recorded below:
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